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Introduction 
WhizAI ExplAIn is designed exclusively for life sciences which uniquely leverages state-of-the-art Artificial 
Intelligence (AI)/ Machine Learning (ML) algorithms, unprecedented domain expertise, and cutting-edge 
generative AI, to automate insights. This allows professionals to make data-driven decisions better, 
faster, and smarter.  

  

Also, unparalleled scalability in WhizAI ExplAIn processes vast quantities of data with ease, which allows 
you to detect anomalies in the data and extract key drivers that impact performance. WhizAI ExplAIn 
automates and simplifies complex analysis by generating narratives. 

  

WhizAI ExplAIn is meant to address the following business and technical trends and challenges: 

Handling large data volumes: the large volume of data in life sciences can be overwhelming. The 
attempt to analyze these massive volumes of data either manually or with traditional analytics and BI 
tools can be slow and resource-intensive. 

Analyst response times: Manual analysis takes time and delays in generating insights can lead to missed 
opportunities. 

High operational costs: today’s BI and analytics platforms require highly skilled resources to build, run, 
and maintain them. 

Low adoption of analytics: analytics tools are mostly built for a technical audience with insights scattered 
across multiple reports and dashboards resulting in poor user experience and low adoption rates. 

Intended Audience 

This document is intended for the following types of users: 

• Analysts - Business, Market, Data 

• Business users - Power users in commercial and RWE teams. 
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Overview of WhizAI ExplAIn  
WhizAI ExplAIn equips you with an integrated tool to harness the potential of cutting-edge machine-
learning algorithms (ML), natural language processing, and generative AI to unlock valuable insights 
within the dynamic realm of life sciences. The following are the features of WhizAI ExplAIn: 

  

• Anomaly Detection 
• Key Driver Analysis 
• Narratives 
• ExplAIn Workbench 

Anomaly Detection  

WhizAI ExplAIn uses machine learning (ML) algorithms to proactively uncover insights by automatically 
scanning through the data and identifying anomalies within the life sciences context. Insights can be sent 
as alerts or asked on demand so that users can jump-start the root-cause analysis with a single click. We 
will deep dive into anomaly detection in the Getting Started with Anomaly Detection section. 

Key Driver Analysis 

WhizAI ExplAIn applies ML algorithms and statistical computations to analyze data and discover areas 
that are the key reasons for the change in the performance of an underlying business metric. We will 
deep dive into key driver analysis in the Getting Started with Key Driver Analysis section. 

Narratives 

WhizAI ExplAIn incorporates generative AI to intelligently automate and describe insights generated 
within WhizAI, with a complete understanding of the content and intent of every response. Narratives 
transform the data into a natural language for users to understand the data and analyze it better. WhizAI 
ExplAIn can generate narratives around a visualization that optimizes key findings and results with the 
answer to your question - highlighted, in color and brought to life in text. 

ExplAIn Workbench 

WhizAI offers the ExplAIn Workbench to create and manage templates to automate anomaly detection 
and key driver analysis. The ExplAIn Workbench is a governance module designed to give control in 
your hands to fine-tune the relevancy of the insights outcome and to allow access to the insights feature. 
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The key functionalities of this feature are: 

  

• Trial and Error allow an Analyst user to perform the analysis with different settings to find the 
relevant algorithms and parameters applicable to a given business metric. 

  

• Build and Manage Templates allows an Analyst user to save the settings in the form of a template. 
Multiple such templates can be created for the same business metric. 

  

• Let Out Insights: After the templates are defined, Analyst users can enable them to generate 
“ExplAIn” insights for the end user. 

Enabling ExplAIn features 

As discussed above, the ExplAIn workbench is required to create and manage templates that govern 
anomaly detection and key driver analysis.  

  

You need to set permissions to get access to the ExplAIn workbench. Anomaly Detection and Key Driver 
Analysis features are not enabled by default.  

  

Note! Refer to the WhizAI Administrator guide to learn how to enable these features and set the required 
permissions. 

 



 

Explain Guide v2024.77 

 

Page 9 of 142 

 

Getting Started with Anomaly Detection  
Anomaly detection is a machine learning-based technique to identify data points, events, and/or 
observations that deviate from a dataset's normal behavior. It learns how a business normally operates 
and uses that data to find items that deviate from the norm.  

  

The anomaly detection feature can help a business identify the outliers in critical business metrics. These 
outliers can indicate critical incidents, such as an unexpected decline in sales or potential opportunities, 
for instance, a change in consumer behavior. 

  

In the below image, you can see that WhizAI ExplAIn has identified and highlighted the anomalies. In the 
subsequent sections, we will study how to detect the anomalies and how to set the prerequisite steps. 

  

 

Understanding the Anomalies panel 

WhizAI offers an Anomalies panel under Workbench. With this module, you can create and manage 
metric-specific templates. These templates are a prerequisite to allow you to perform anomaly detection 
from the workspace and pinboard area. 

Note! For information on how to add the anomaly templates, refer to the Creating Anomaly Templates section. 

  

Also, the Anomalies module can be used to perform ad-hoc analysis on a specific scope, if required. 

  

The anomalies panel displays all templates created by users as shown in the figure below: 

https://www.learntek.org/blog/importance-of-data-quality-in-an-organization/
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Understanding Anomalies: Templates screen 

From the Templates screen, you can create a new template or select an existing template for the 
selected data model. From this field, you can switch between different templates that are associated with 
a particular metric. 

  

The following table describes the inputs required to be provided in the Templates screen: 

  

Input 
Field 

Description 

Data 
Model 

Contains a list of all the available data models. Select the model for which you want to create 
a template. 

Metric Contains a list of metrics. Select the metric for which you want to create the template. 

  

The following table describes the columns of the table that list all the available templates:  

  

Column  Description  

Name Specifies the name of the template 

Insight Specifies the type of Insights. In this case, it will display 'anomalies' as a value for all the 
templates. 



 

Explain Guide v2024.77 

 

Page 11 of 142 

 

Column  Description  

Metric Name Specifies the metric selected in the input field to create the template 

Created By Specifies the name of the user who has created the template 

Created At Specifies the time stamp at which the template is created 

Last Modified 
By 

Specifies the name of the user who has latest modified the template 

Enable This option allows the user to enable or disable the template for the end consumer use.  

Understanding Analyze button 

Click the Analyze button to perform anomaly detection on any metric 

  

 



 

Explain Guide v2024.77 

 

Page 12 of 142 

 

Understanding the General Tab 

 
  

The following table describes columns in the General tab: 

  

Column Description 

Metric and Anomaly Type 

Data Model Contains the list of data models. You need to select the required data model 
which contains the business metric to be analyzed 

Metric Contains the list of applicable metrics for the selected data model. You need to 
select the required business metric to be analyzed.  

Template   

Anomaly Type Contains the list of the following anomaly types: 

  

• Time-series forecasting (default option) 

• Exponential Moving Average 

• PoP percent change 

  

For more information on these types, refer to the Anomaly type summary table. 

Training Dataset 

Training data scope Specifies the period scope within which the system should support anomaly 
detection. The same scope is also used to train the Machine Learning (ML) model. 
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The system does not allow anomaly detection for any scope outside the training 
data set.  

  

By default, the training is set as LTD (Latest Till Date) 

Filters 

Granularity 

  

Contains the list of time granularity. This value defines the time granularity at 
which the analysis needs to be performed. In the case of anomaly detection from a 
response card, the system refers to the granularity of the card and uses the same. 
By default, the value is set as ‘Weekly.’ 

Period   

 

The following table describes the types of anomalies available in the general tab. 

  

Time Series Forecasting  Exponential Moving 
Average 

PoP percent change 

• Uses a multi-stage model. 

• Works well with Time Series with 
varying trends and seasonality, events, 
holidays, and short-range effects. 

• Uses flexible design, intuitive interface, 
fast training, and scoring. 

• Not applicable with custom calendars. 

  

• Uses (EMA) algorithm 
behind the scenes. 

• Allows users to define 
the period to be used 
for average 
computation. 

• Suitable for time series 
data with no clear 
trend or seasonal 
pattern. 

• Can work with a 
relatively small volume 
of data. 

• Emphasizes most 
recent data. 

• Accommodates 
different data 
distributions. 

• Uses a custom 
algorithm. 

• Suitable for detecting 
abnormal percentage 
increase/decrease. 

• Not dependent on 
trend or seasonality. 

• Detects (% Change) at 
each point. 

• Calculates thresholds 
based on these 
deviations. 

• Typically used to 
detect period-over-
period unusual 
change. 

Understanding the Advanced Tab 
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The Advanced tab is used by analysts or advanced users, only, who want to set specific parameter values 
and algorithms to generate insights. The Advanced tab has columns as described below: 

  

Column  Description  

Algorithm The value shown in this column is the value selected in the General tab > Anomaly type 
field. 

Parameters Based on the anomaly type the required fine-tuning parameter is populated. There are 
two such parameters which are populated: 

  

• Sensitivity: Applicable for four-period moving average and PoP percent change 
anomaly type. The number of standard deviations of delta away from the mean, is to 
be considered for the anomaly. A possible value is between 1.00 and 3.00. The 
default is 3.  

  

• Coverage: Applicable for time series forecasting anomaly type. It specifies what % of 
the total data points should be covered within the expected range prepared by the 
algorithm. A possible value is greater than 0 and less than 1. The default value is 
0.75 (75%). 
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Managing Anomaly Templates 

As part of the governance process, as an authorized user, you are required to create anomaly templates 
and enable them for end-user usage. These templates contain relevant information to trigger anomaly 
detection. 

Creating Anomaly Templates 

1. From WhizAI Explorer, click Explain on the top navigation panel to open Workbench. WhizAI 
opens the Workbench and by default, the Anomalies module is displayed. 

2. Click Create New to open the anomaly template page. 

Note! To create the anomaly template, you have to fill details in the columns of the General and Advanced tab. 

  

 
  

3. In the General tab, select the following details: 

  

1. Metric & Anomaly Type: Select the Data Model, Metric, and the Anomaly type.  
For example, as shown in the following figure: In the ‘Field Analytics’ data model, ‘TRx’ is selected 
as the metric, and Exponential Moving Average, as the anomaly type is selected. 

If you select the Exponential Moving average algorithm, you get an option to define the number of 
periods as shown in the figure below: 
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2. Training Dataset: In this column add the training data scope (for example, last 104 weeks), and add 
the granularity (for example, Weekly). 

  

The training period option is optimized for the metric in context. The training period populates 
options as per the data granularity of the metric in context. If the data is at the week level, then the 
period option will be 'week'. There are two common options to set the training period - date range 
and LTD (Latest Till Date). LTD will be the default option. 

  

For example, you can enter the date range 2022-10-30 - 2023-10-30, this means that the training 
period while running the anomaly detection for the metric will be from 30th October 2022 to 30th 
Oct 2023. 
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OR 

  

You can select the lowest granularity level in the metric. For example, you can select the Week as  

shown in the following figure: 
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By default, the training period is set to LTD. 

  

 
  

Also, you can set alerts for the current week, current month, current year, etc. 

  

 
  

Prerequisite 
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For this feature to work, the 'Data storage granularity' information should be available for the respected 
metric as shown in the figure below: 

  

 
  

In the absence of this configuration, WhizAI displays all the 'relative period' options. 

  

4. In the Advanced tab, optionally update the following details: 

  

• Parameters: Based on the anomaly type the required fine-tuning parameter is populated.  

There are two such parameters: 

• Sensitivity:  

Applicable for Exponential Moving Average and PoP Percent Change anomaly type. 

The number of standard deviations of delta away from the mean, is to be considered for the 
anomaly. A possible value is between 1.00 and 3.00. The default is 3.00. 

• Coverage:  

Applicable for Time Series Forecasting anomaly type. It specifies what % of the total data 
points should be covered within the expected range prepared by the algorithm. A possible 
value is greater than 0 and less than 1. The default value is 0.95 (95%).  

Note! For more information on anomaly type and parameters refer to Understanding the Anomalies module. 
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5. Click on the Create button. You see a dialog that shows the added details. In this dialog, enter a 
name for the template. Optionally, to enable this template for end-user consumption you can click 
the Enabled toggle button. 

Note! You can create multiple templates for the same metric using different factors, however, only one template 
can remain enabled for a metric. 
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6. Verify the details and click Save. You see a pop-up message that the template has been saved 
successfully. 

  

As shown in this example, the template for the TRx metric is added to the Templates screen. 
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Viewing the list of Anomaly templates  

Select the data model from WhizAI Explorer, and click Explain on the top navigation toolbar, as shown in 
the following figure: 
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This way, whenever you want to view the templates for a given data model you can select the data model 
from the drop-down and the UI will populate the corresponding templates. Also, from this page, you can 
perform edit, delete, and enable/disable operations for a given template. 

Enabling/Disabling Anomaly Templates 

1. Select the data model from WhizAI Explorer, and click Explain on the top navigation toolbar, as 
shown in the following figure: 

  

 
  

2. Click the Enable toggle for the template you wish to enable. WhizAI shows a confirmation message 
that confirms that you want to enable the template. 

  

Note! You can click this toggle again to disable a particular template. 

  

3. Click Confirm. A message is displayed at the top-right which says, ‘The template is updated 
successfully.’ 

Now, if you ask WhizAI ‘Show me TRx weekly’ and click the ExplAIn icon, and then enable the 
Anomalies, you can view the anomalous behavior of the metric TRx as shown in the following 
figure: 
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Note! The card needs to be refreshed or re-generated to see the impact of enablement of a template for any 
metric. 

  

Editing Anomaly Templates 

1. From WhizAI Explorer, click Explain on the top navigation toolbar. You can see a list of existing 
templates in the anomalies panel. 

2. Select the template you want to modify and click the Edit icon from the templates.  
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3. Edit the required parameters and then click Save. WhizAI confirms whether you want to save the 
changes. 

 
  

4. Click Yes to save the template. 
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Save As New Template option 

1. Click Save As New Template to open the Save As New Template pop-up window.

 
2. Enter the Template Name, change the Enabled flag settings (if required), and click Save to 

save the new template. 

 

Deleting Anomaly Templates 

1. From WhizAI Explorer, click Explain on the top navigation toolbar. You can see a list of existing 
templates. 

2. Select the template you want to delete and click the delete icon as shown in the following figure. 
WhizAI confirms whether you want to delete the template. 
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3. Click Delete. 

Using Anomaly Template  

Note! WhizAI allows only one template to be enabled per metric. 

  

This enabled template is used during anomaly detection triggered by the user from the workspace 
response and by the system to process anomaly-based alerts.  

  

In the case of computed metrics, if a specific template is not created then the system picks up the 
enabled template of the corresponding base metric.  

  

These templates (enabled or disabled) are also utilized when you perform ad-hoc analysis from the 
workbench. In this case, the system auto-populates settings from the enabled template as soon as you 
select a metric from the drop-down list. 

  

Optionally, you can follow these steps to change the template to get the required settings: 

Go to the ExplAIn > Workbench > Anomalies, the Template field as shown in the following figure: 
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From this field, you can switch between different templates that are available for the selected metric. For 
example, if Template A and Template B are associated with the metric TRx, then from this field you can 
choose any one of those templates. 

  

Note! The Template field is auto-populated with the template associated with the selected metric which is enabled 
from the Templates tab. (Refer to the figures below) 

  

 
  

The Authorization page appears where you can set the authorization for the user. For more information, 
refer Admin Manual 

Detecting Anomalies in Data 
When tracking trends and patterns, a crucial aspect is identifying data points that deviate from the usual 
range. This is where anomaly detection algorithms come into play. 
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Assuming anomaly detection is enabled for a given data model a template is also created for a given 
metric and this template is also enabled for end-user consumption, the various ways by which a business 
user or an analyst can make use of this feature are as follows: 

  

• Detecting anomalies from WhizAI Explorer 
• Detecting anomalies from Pinboards  

Detecting Anomalies from WhizAI Explorer  

You can run anomaly detection on a card for NLQs that show a trendline with weekly, monthly, quarterly, 
and yearly data for metrics and scope. 

  

For example, if you ask ‘Show me trx trend for southwest for Arobi’ then you get a response as shown in 
the following figure: 

  

 
  

5. Click the ExplAIn icon . 
6. Enable the Anomalies toggle and then click Apply. 
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7. When any of the data points on the trendline are outlying from the usual range, then it gets 
highlighted by the algorithm as shown in the following figure: 

  

 
  

8. When you hover the cursor over these data points, you can see the Anomaly Details as shown 
below: 
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•  
  

Note! You have to create a template for anomaly detection. This template is used to automate the anomaly 
detection for various metrics. 

Viewing Additional Information About Anomalous Data Points 

With WhizAI, you can view the following additional information about anomalous data points: 

  

• Confidence Band 
• Anomaly Details 

Confidence Band 

As shown in the figure below, the green shadow-like band is referred to as the confidence band. For 
each of the data points, this band represents the expected minimum and maximum value determined by 
the underlying algorithm.  
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Anomaly Details 

Anomalous data points are highlighted in red color on a trend line response. If you hover the cursor over 
any anomalous data point, WhizAI shows you more details about the point, as shown in the following 
figure: 
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The following table shows the details you see when you hover the cursor over any anomalous data point: 

  

Anomaly Details Description 

Expected Min 
Value 

The minimum value of the expected range is calculated by the anomaly algorithm for 
the given data points. 

Expected Max 
Value 

The maximum value of the expected range is calculated by the anomaly algorithm for 
the given data points. 

Algorithm Name Name of the algorithm mentioned in the corresponding template. 

  

Automating Anomaly Detection on Pinboard 

When you pin a response from the workspace with anomaly detection enabled, the response will 
automate the anomaly detection. Whenever the corresponding response refreshes with or without the 
latest content, the system will automatically run the anomaly detection and display the result.  

  

For example, if you ask ‘Show me TRx weekly’ then you get a response as shown in the following figure: 

  

 
  

1. To detect anomalies, click the ExplAIn  icon , enable the Anomalies toggle and then click 
Apply. 
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When any of the data points on the trendline are outlying from the usual range, then it gets 
highlighted by the algorithm as shown in the following figure: 

  

 
  

2. Click the pin icon > Pinboard Navigator > click the Pinboard you desire to pin the card to. The card 
gets pinned to that board.  
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Since anomaly detection is enabled on this card from the response, even after this card is pinned 
to the board, the card will auto-detect anomalies on changes in filters or refresh. 

Disabling automatic anomaly detection on Pinboards 

1. Go to the same card on the pinboard.  

2. From the card, click the ExplAIn  icon > disable the Anomalies toggle > click Apply. The 
highlighted outliers from the trendlines are now hidden. 

  

3. To save these changes click Save. 
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Managing Alerts on Anomalies 
The alert system offered by WhizAI has advanced functionality for detecting unexpected trends in your 
data on a single trendline response. You can create alerts in WhizAI and manage these alerts so that if 
the system detects an anomaly, the alert is triggered automatically, ensuring you stay informed about any 
significant changes in your data. 

  

To set up alerts for anomalies in your data, you can simply enable the automatic triggering feature from 
WhizAI Explorer top navigation > Alerts > Alerts Manager. When you click the alert, it displays a trend 
line along with the previously triggered anomaly highlighted as anomalous. 

  

Additionally, you can view alert notifications directly on Explorer when an alert is triggered. 

For example, if you ask the query: Show me the TRx trend for southwest, WhizAI shows the following 
response. 

  

 
  

Create the alert to detect an anomaly: 

  

1. From the response, click ExplAIn > enable Anomalies > Apply. 
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2. Hover the cursor on the anomalous data point for the latest period and click Create Alert. 

  

 
  

3. From the new alert creation dialog, add the Scope and the Condition(s) and click Next. 
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4. In the Delivery Method, select the Alert Channel (Web or Email) and then create the Message.  

Important! Tags have to be added in the Message textbox, these tags are described in the table. 

  

 
  

You have the following two alert channels: 
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1. Web: You receive the alert notification on WhizAI Explorer. After you receive the alert, you can click 
the Alerts to check the alert notification. 

  

 
  

If you select the Web channel, you can choose the following three Actions from the Delivery 
Method window. 

• None 

  

• Explorer - You are redirected to the workspace and NLQ is triggered, and the response is 
displayed on the explorer. 

• Pinboard - You are redirected to the pinboard that is chosen from the pinboards dropdown. 
2. Email: You receive an email with the alert notification. 

Note! The email is the same email id that is configured for the user while user creation. 

Description and example of tags in Messages text block: 

An alert message is what the user receives in the notification menu once the alert is triggered. 

Alert UI provides three default messages based on the alert type: 

1. If the alert query is simple (that is, non-comparison and non-anomaly), then the default message 
will be. 

<Metrics.code> for <Dimensions.Name Dimensions.Values> <Filter.Name Filter.Values> for 
<TimePeriod> is <Condition.Type Conditions.Value> 
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2. If the alert query is comparison (that is, time-comparison OR entity-comparison), then the default 
message will be. 

<Metrics.code> for <Dimensions.Name Dimensions.Values> <Filter.Name Filter.Values> for 
<TimePeriod> for <Primary Inst> over <Secondary Inst> <changes> <Percent Change> 

3. If the alert query is an anomaly trend (for example, trx trend), then the default message will be. 

Anomaly Detected: <Metrics.code> for <Dimensions.Name Dimensions.Values> for 
<TimePeriod> is <changes> <Expected Range> 

In all the alert messages, you can type anything out of tags (tags are covered in <>, i.e., 
<Metrics.code>) 

Tip! All the tags will be resolved to actual values at runtime. 

List of all possible tags in the Messages box: 

  

Tags Description 

<Metrics.code> Code of a metric 

<Dimensions.Name 
Dimensions.Values> 

Name of a dimension and its value (for example Region West) 

<Filter.Name Filter.Values> Filter name and value (if applied on alert) (for example Region available 
for TRx - Southwest) 

<TimePeriod> Time period for the alert 

<Condition.Type 
Conditions.Value> 

Condition type and its value (for example condition - Greater than and 
value - 50,0000) 

<Primary Inst> Primary instance of comparison query (for example: Arobi) 

<Secondary Inst>  Secondary instance of comparison query (for example: Ofasan) 

<changes>  Changes in value (for example grown by, declined by) 

<Percent Change> Percent change of value (for example: TRx (%  Chg) 

<Expected Range> Expected range of anomaly metrics 

<Primary Val>  Primary value of comparison query 

<Secondary Val>  Secondary value of comparison query 

<Absolute Change> Absolute change of comparison query (for example: TRx (Abs Chg) 

<Metrics.Name> Name of the metrics (for example: TRx) 

  

5. After defining the Alert Channel and Message, click Next. The Recipients section is displayed. 

  

6. Select the User(s) and/or Group(s) with whom you want to share the alerts and click Update. You 
receive a message, ‘Alert successfully updated.’ 

  

http://dimensions.name/
http://dimensions.name/
http://filter.name/
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7. From WhizAI Explorer, click Alerts. The Alerts page is displayed, where you can manage the alerts.  
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8. Select the Data Model from the drop-down list, go to the alert that you created, and from the 
Trigger column click Launch. ‘Alert launched successfully’ message is displayed at the top-right 
corner. Also, you can see the alert notification at the bottom-right side of the page. 

  

 
  

9. Click the alert notification. A trend line with anomalous data points is displayed on the explorer. 
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Below are a few more examples of Alerts: 

8. TRX Trend for Arobi or TRX for Arobi (Alert on a metric with filter) 
9. TRX by region for Plabenil (Alert on a metric affecting all regions) 

10. Arobi vs Plabenil (Alert on comparison between two entities) 
11. TRX Growth, NRX growth by region for Arobi (Alert comparing two different metrics of the same 

scope) 
12. TRX PoP for Arobi (Alert comparing metrics across different periods) 

Managing Narratives for Anomalies 
The system generates default narratives for each of the anomalous data points. The following is an 
example of a card showing the default narratives on the anomalies observed in the data.  

  



 

Explain Guide v2024.77 

 

Page 44 of 142 

 

 
  

Also, as an administrative user, you can create custom narratives to change the content of the narrative 
according to your needs from the Narratives Workbench.  

Creating Custom Narrative for Anomaly 

1. Go to Admin > NLP Workbench > Narrative Templates. 
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2. Select narrative type Anomaly from the drop-down beside the data model. 

  

3. Click New Template from the Custom Narrative Templates page. 

  

4. Enter a name for the template. 

  

5. Click Set Intent and select All from the Intent dropdown list. Click Set Intent. 

  

6. Type the narratives in the context box. 

  

7. Click Create. 

  

 
  

You can select the following options while creating a custom narrative template for anomalies. 

• Functions  
13. The following functions are available to build custom narratives on anomalies. 

• Deviation  
• Smart Deviation 
• Percent Deviation 
• Smart Percent Deviation 
• Algorithm 
• Smart Expected Min 
• Expected Min 
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• Smart Expected Max  
• Expected Max 
• Dimension name 

• Entity name 
• Period (period from card context (last year, 2021, last 4 weeks etc.)) 
• Entities (Entities from card context) 
• Metric Smart Values (Formatted short metric value of 1st column in comparison table) 
• Metric value (Actual metric value from 1st column in comparison table) 

• Computation 
• Metric name 

• Controls 

• If  

• If-else  

  

Note! To know more about how to create Narrative Templates, refer to the WhizAI Admin manual.  

Viewing Narratives for Anomalies 

Narratives for anomalies are descriptions of these anomalies. You can view such descriptions on 
responses in WhizAI Explorer or cards in pinboards. These descriptions or narratives provide additional 
information about the anomalous data points. 

For example, if you ask, ‘Show me TRx weekly’ and from the response, click on the ExplAIn   
icon > enable Anomalies and/or Narratives and click Apply. WhizAI detects anomalies in the response. 
WhizAI shows the narratives, that detail about the anomalies as shown in the figure below: 
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Note! If the Narrative option is disabled across the entire product, or for a given data model, the Narratives toggle 
from the Explain popup is also hidden. 

  

 
  

Note! If all the other Explain features like Anomaly, Prediction, and KDA are disabled and only narrative is enabled 
then show the ‘Explain’ icon, and under that show only the narratives toggle. In this case, the ‘Explain Workbench’ 
option is also not available since all the related features are disabled.  
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Also, the Apply button is required if you have enabled more than one option from the admin 
configuration settings: 

• Narratives 
• Anomalies 

• Predictions 
• Key Drivers 

  

You can switch the Narratives toggle to be shown /hidden. 

Consider the following example: 

If you ask WhizAI, Show me Trx trend for last 5 months. WhizAI shows the following response: 
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If you have enabled anomaly and enabled narrative, click Apply. 

  

 
  

Then, you will see the anomaly and the narrative of the latest view. 
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If Anomaly is enabled, and the narrative ‘is disabled. Now if you enable narrative and click Apply. 
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Considerations and Limitations 

• Once the anomaly detection is enabled on a setup and templates are set for the required metric, it 
can be enabled only on cards showing trendline with a single metric (Time series intent). For 
example - it is not supported on cards showing multiple metrics or trendlines. 

  

• The option to enable anomaly detection on a card is available only on the fresh cards created after 
the anomaly detection is enabled and set up for a given metric. This means the options will not be 
available on the historic cards unless the card is refreshed. 

  

• The Confidence band (expected minimum and maximum range) associated with the anomaly run 
will be visible only on the trend line visualization. 

  

• Training period: The training period takes input in terms of reference period like the last 52 weeks, 
last 1 year, etc. 

  

• The way the “last” keyword works is that it excludes the most recent period and starts from the 
previous period.  

  

• For example, if the data is till week 23 of 2023 and if the training period is set as past 52 weeks, 
then it excludes week 23 and starts with week 22 and goes backward up to 52 weeks to create a 
training period. Then, users will not be able to see the anomalies for week 23. 

  

• One of the critical scenarios is when the user sets the training period in terms of ‘year’ like ‘last 2 
years. Suppose the data is till June 2022 in the system then in this case, ‘last 2 year’ would mean 
the year 2021 and 2020.  

  

Now, if there is any card showing the data for the year 2022 then you would not be able to run the 
anomaly detection on it.  

Solution: Always use scope in the most granular data format. Example - In "weeks" term. So, for a 2-
year period, you can use "Last 104 weeks" as a training period. This will allow you to run anomalies 
on the most recent scope as well excluding the current week. 

  

• Anomaly detection may throw errors or may generate incorrect responses in a scenario where the 
data set has many records with null values. 

  

• Anomaly detection on the ExplAIn workbench may throw errors in scenarios where custom scripts 
or handlers are involved in processing the response for the given metric. In such cases, it is advised 
to proceed with template creation and use the workspace area to detect anomalies. 
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Getting Started with Key Drivers Analysis  
Key Driver Analysis (KDA) is a feature used to identify and understand the significant factors or categories 
that influence a particular event for a given business metric. It helps businesses to know the key driving 
factors like ‘what is driving the performance of a particular brand in a particular region.’ 

  

In the below image, you can see that WhizAI ExplAIn has identified and highlighted the key driving 
factors. In the subsequent sections, we will study how to identify these factors and how to set the 
prerequisite steps. 

  

 

Understanding the KDA module 

WhizAI offers a Key Drivers module in the ExplAIn Workbench. With this module, you can create and 
manage metric-specific templates. These templates are a prerequisite to allow you to detect the Key 
drivers from the workspace and pinboard area.  

Note! For information on how to add the KDA templates, refer to the Creating KDA Templates section.  

Also, the KDA module can be used to perform ad-hoc analysis on a specific scope, if required.  

  

Click on Key Drivers under Workbench to open the Key Drivers module. By default, it opens the Key 
Drivers: Templates screen: 

Key Drivers: Analyze screen. two tabs: 

  

• General 
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• Advanced 

Understanding the General Tab 

  

 
  

The following table describes the columns in the General tab: 

  

Columns  Description  

 Metric 

Data Model Contains a list of data models. You need to select the required data model which 
contains the business metric to be analyzed. 

Metric Contains a list of applicable metrics for the selected data model. You need to 
select the required business metric to be analyzed. 

Template Auto populates the enabled template from the Templates tab for the selected 
metric. You can choose a specific template from the drop-down list. 

Context to analyze Contains the following two options: 

  

• Selected period: runs an analysis to find out what are the top contributors 
who are contributing towards the decline/growth in the performance of the 
data point. 
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Columns  Description  

• Period over period/year over year runs an analysis to compare the two 
periods and find out what are the top contributors who are contributing 
towards the decline/growth in the performance of the data point. 

Filters Use this section to select the scope. This section is required to populate only when 
you want to perform any ad-hoc analysis on the workbench. These filters are not 
required to create a template. A template is created at a metric level for all the 
scope 

Factors The list of factors which are analyzed for the key drivers. Based on the selected 
metric, a recommended list of factors is pre-populated. You can update the list in 
this section. 

Understanding the Advanced Tab 

  

 
  

The Advanced tab is used only by analysts or advanced users to set specific parameter values and 
algorithms to generate insights. The following table describes the columns in the Advanced tab: 

  

Column  Description  

Driver Analysis 

Algorithm Contains the OLS algorithm. It is used to find the simple linear regression of a set 
of data. Thus, it is a simplified way to understand and predict relationships 
between dimensions. 
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Column  Description  

Level of Significance The probability of rejecting the null hypothesis when it is true. 

Maximum lag cycle System detects a lag for each of the metric sets as a factor. Maximum lag restrains 
the system from going out of the practical range.  

Contribution Analysis 

Maximum Number of 
Members in a 
Combination 

Restricts the analysis to find significant contributors to the level specified in this 
text box. 

Z-Score Threshold 
Criteria 

Allows you to change the upper bound of the cardinality. The lower bound is 
automatically updated based on your input. 

Type of Key Driver Analysis 

WhizAI supports the following two types of key driver analysis: 

  

• Period over Period/Year over year 

  

• Selected Period 

Period over Period/ Year over Year 

When you run the key driver analysis for the ‘Context to Analyze = Period over period change’ (refer 
image below), the system performs the change analysis between the two periods and displays the 
significant members whose contribution has impacted the change (growth or decline). 

  

Here, the system uses only the dimension factors and runs through each of these dimension members 
and applies statistical analysis to find significant contributors. WhizAI uses the Z-score technique with the 
assumption that the distribution of the data is a normal distribution. The Z-score threshold varies based 
on the cardinality of the dimension.  

  

As a result, the system displays a list of all such members along with their contribution towards the total 
change between the two periods. 
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Selected Period 

When you run the Key Driver Analysis for the ‘Context to Analyze = Selected Period’ (refer image below), 
the performance of your metrics is displayed for the entire selected period. 
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Managing Templates 

You can create, view, edit, delete, and enable/ disable operations on a given template. You can also 
perform on-the-fly data analysis using these templates. 

Creating KDA Templates 

With WhizAI, you can manage KDA templates for various metrics using different algorithms. When you 
create a template for a metric and ask a query, WhizAI understands which algorithm to run for the metric 
that is asked in the query to show the correct response. 

  

To create a template, follow the steps listed below: 

  

1. From WhizAI Explorer, go to Explain on the main toolbar. Click the. To create the template, you 
have to fill in details in the columns of General and Advanced tab 

  

 
  

2. In the General tab, add the following details: 

  

1. Metric: select the Data Model, Metric. For example, in the below image Field Analytics is selected 
as the Data Model, TRx is selected as Metric.  

Note! Context to analyze is not required to create a template as this information is not stored. 

  

2. Factors: In this column add the factors (Dimensions). 
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Note! The filter values applied on the scope are not saved in the template. 

1. In the Advanced tab, add the following details: 

  

1. Contribution Analysis: this is the value to restrict the analysis to find significant contributors only up 
to the specified level. The default value is 3. 

  

2. Z-Score Threshold criteria: The Z-score value is used to detect significant contributors. The 
following configuration allows to set different Z-scores based on the cardinality of a set. 
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2. Click Save As Template. You see a dialog that shows the added details. In this dialog, enter a name 
for the template and click the Enabled toggle. 



 

Explain Guide v2024.77 

 

Page 60 of 142 

 

 
  

Note! You can create multiple templates for the same metric using different factors, however, only one template 
will be active for that metric after you click the Enabled button. 

  

3. Verify the details and click Save. You receive a pop-up message that the template has been saved 
successfully. 

  

The template for metric TRx is added to the Templates tab as shown in the following figure. 
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Now, when you ask WhizAI ‘Show me top regions by TRx’ WhizAI shows the following response: 
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From this response, when you click  >  icon against Key Drivers, you can see a pop-up 
message as shown in the following figure: 
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When you click Open Report, WhizAI displays the significant contributors of the metric TRx as shown in 
the following figure: 
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Viewing the list of KDA Templates 

  

 
  

This way, whenever you want to view the templates for a given data model you can select the data model 
from the drop-down and the UI will populate the corresponding templates. Also, from this page, you can 
perform edit, delete, and enable/disable operations for a given template. 

Enabling/Disabling KDA templates 

1. Go to the ExplAIn menu on the main toolbar. A list of templates is displayed. 
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2. Click the Enable toggle for the template you wish to enable. WhizAI confirms the action and 
displays a confirmation message that says, ‘Are you sure you want to enable this template.’ 

  

3. Click Confirm. A message is displayed at the top-right of the screen which reads ‘The template is 
updated successfully.’ 

Editing a KDA Template 

  

1. Go to ExplAIn menu on the main toolbar > Key Drivers. You can see a list of existing templates. 

  

2. Select the template you want to modify and click the Edit icon as shown in the following figure. 
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3. Edit the required parameters and then click Save.  

  

 
  

4. WhizAI confirms whether you want to save the changes. 
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5. Click Yes to save the template. 

Save As New Template option 

1. Click Save As New Template to open the Save As New Template pop-up window.
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2. Enter the Template Name, change the Enabled flag settings (if required), and click Save to save the 
new template.

 

Deleting a KDA Template 

  

1. Go to ExplAIn menu on the main toolbar > Key Drivers. You can see a list of existing templates. 

  

2. Select the template you want to delete and click the delete icon as shown in the following figure. 
WhizAI confirms whether you want to delete the template. 
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3. Click Delete. 

  

 

Using KDA Templates  

The system allows only one template to be enabled per metric. This enabled template is used during key 
driver analysis (PoP/YoY/selected period) triggered by the user from a workspace response. In the case 
of computed metrics, if a specific template is not created then the system picks up the enabled template 
of the corresponding base metric.  
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These templates (enabled or disabled) are also utilized when you perform an ad-hoc analysis from the 
workbench. In this case, the system auto populates settings from the enabled template as soon as you 
select a metric from the drop-down.  

  

Optionally, you can follow these steps to change the template to get the required settings: 

From the Explain on the main toolbar > Key Drivers: Templates, you can switch between different 
templates that are associated with a particular metric.  

  

For example, if Template A and Template B are associated with the TRx metric, then from this field you 
can choose any of the above-mentioned templates.  

 The name column is auto populated with the name of the template associated with the selected metric 
which is enabled from the Key Drivers: Templates panel. 

 
  

Identifying Key Drivers  

When it comes to tracking the impact of significant contributors, a crucial aspect is identifying the key 
drivers. This is where Key Driver Analysis (KDA) comes into play. 

  

With WhizAI you can perform KDA from: 

  

• ExplAIn Workbench 
• Pinboards 
• Explorer response card 

  

file:///D:/V75/ExplAIn%20Guide%20v2024.75.docx%23_heading=h.4k668n3
file:///D:/V75/ExplAIn%20Guide%20v2024.75.docx%23_heading=h.4k668n3
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WhizAI supports KDA for: 

  

• Computed metrics 
• Non-aggregable metrics 

KDA from ExplAIn Workbench 

1. From WhizAI Explorer, click on ExplAIn on the main toolbar. WhizAI opens the ExplAIn Workbench 
and by default, the Anomalies module opens. 

  

2. Click Key Drivers module > Analyze button and fill in details in the General and Advanced tabs. 

  

• Metric: select the data Model, Metric, and context to analyze. For example, in the below image, 
Field Analytics is selected as the Data Model, TRx is selected as Metric, and Period over period 
change is selected as context to analyze. 

• Factors: add the factors to be used for potential key driver analysis 
• Filter: Add period of analysis: For example, the last 2 months as shown in the figure below 

  

Note! When a template is enabled, its factors are pre-populated. Although you have the option to modify these 
factors as needed.  

  

 
  

3. Click Analyze. You can see the top driving factors in your data. 

  

file:///D:/V75/ExplAIn%20Guide%20v2024.75.docx%23_heading=h.xvir7l
file:///D:/V75/ExplAIn%20Guide%20v2024.75.docx%23_heading=h.1mrcu09
file:///D:/V75/ExplAIn%20Guide%20v2024.75.docx%23_heading=h.1mrcu09
file:///D:/V75/ExplAIn%20Guide%20v2024.75.docx%23_heading=h.1mrcu09
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KDA from Pinboards 

WhizAI provides detailed and advanced analysis of the key contributors going down to specific 
intersections. You can right-click any data point in the generated response and perform period over 
period (PoP) and year over year (YoY) Key Driver Analysis (KDA). By doing so, you can analyze the 
combined impact of two or more dimensions that caused the observed change. Consider a few 
examples to understand the KDA of PoP and YoY via workspace cards: 

  

Suppose you are a state manager for a particular state. The card on your product performance 
dashboard shows a significant decline in sales quarter over quarter. You want to find out the top 
contributors to the decline. 
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Follow the steps to find the explanation for this decline: 

  

1. On the trendline, right-click the data point. The Period Over Period and Year Over Year options are 
displayed. 
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2. Click Period Over Period or Year Over Year options, as required. You see a pop-up at the bottom 
of the window. 

  

    

 
  

3. Click the Open Analysis button. The result for the period-over-period analysis opens in a new tab. 
In this example, WhizAI compares the data from 19th February 2022 to February 25th 2022, as 
compared to data from 12th February 2022 to February 18th 2022 to figure out what is different. It 
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looks at the impact of different dimensions combined to see what might be contributing to the 
change.  

  

 
  

4. You can further drill down the combination types. For example, you can drill down Product: Arobi 
and Customer Type: Practitioner to know which customers and products contributed to the 
decline. 
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5. Click X to close the window. WhizAI navigates you back to the list of contributors.  

  

6. From the top-right corner, click the Statistics icon (as shown in the following figure) to view the 
statistical information about the KDA analysis. 

  

 
  

7. From the Statistics window, you can view the Z-score threshold criteria that are applied based on 
the cardinality. For each of the combinations, you can view the cardinality identified by the system 
and the Z-score calculated by the system along with the standard deviation and average 
contribution of the system. 
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8. Click Close. 

Note! You can create a template from the ExplAIn Workbench. 

KDA from Response in Explorer 

From a response, you have the option to conduct period-over-period (POP) and year-over-year (YOY) 
analyses. Additionally, you can also perform selected period analysis (labeled as Key Drivers analysis) 
from the ExplAIn menu of the response view. 

Period Over Period (POP) and Year Over Year (YOY) analysis: 
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For example, when you ask, ‘Show me TRx weekly trend,’ then you receive a response as shown in the 
following figure: 

  

 
  

1. On the trendline, hover the cursor on any of the data points and right-click to select Period Over 
Period or Year Over Year options. 
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You can see a pop-up at the bottom right of the window as shown in the following figure: 

  

 
2. Click Open Analysis, the result for the Period over-period analysis opens in a new tab as shown in 

the following figure: 
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Also, you can access the result from the notification area. 
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If you want to add more factors or delete the existing key driving factors to be analyzed, you can do that 
from the ExplAIn Workbench.  

  

Follow the steps below to navigate to ExplAIn Workbench for Key Driver Analysis (KDA) analysis through 
WhizAI response: 

  

1. Ask a query to WhizAI. For example, if you ask, 'Show me what is the TRx trend in the southwest 
region for Plabenil product for past 6 months’, then, you can see the ExplAIn option in the 
response. 

  

2. Click the ExplAIn option, and the window opens, as shown in the following figure. 

file:///D:/V75/ExplAIn%20Guide%20v2024.75.docx%23_heading=h.17dp8vu
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3. Click Workbench . You are navigated to the ExplAInWorkbench, by default, the Anomalies 
module opens. 

4. Click the Key Drivers > Analyze button. For example, you can select the Metric TRx and select the 
Template new template. 

Note! Based on the selected metric and template, a recommended list of factors is pre-populated in the Key Drivers 
module. You can update the list in this section if required. 
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9. Click Analyze. You can see the top driving factors for the metric under Causal Factors and Key 
Contributorss. 
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From response having time comparison  

You can perform key driver contribution analysis on absolute change and percentage (%) change values 
for time comparison queries. If there is an increase in the absolute change value or percentage change 
(%), the ExplAIn option shows Explain the Increase. Whereas, if there is a decrease in the absolute 
change or percentage (%) change, then the ExplAIn option shows Explain the Decrease. 

  

 
  

For more information refer to the following examples: 

Example query 1: When you ask, “Show me PoP of Trx by product for July 2021”, you see the TRx 
comparison between June 2021 and July 2021 for different products.  
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To perform the KDA on this response: 

1. Right click the data point -545.92 K > click the  ellipse icon > Explain Decrease. 

  

 
  

2. When the analysis is complete, you see a notification at the bottom-right side of the screen.  
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3. Click Open Analysis. The result for period-over-period analysis opens in a new tab. You see the 

significant contribution analysis for that data point. 

  

 

Support for Computed Metrics 

WhizAI supports the key driver analysis on selected period, period over period, and year over year on 
computed or derived metrics. If you right-click any data point from the visualization of computed metrics, 
you can perform the period over period (PoP) and year over year (YoY) Key Driver Analysis (KDA). 
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For example, consider Growth TRx (PoP) visualization pinned to the dashboard. 

  

 
  

Follow the steps to perform the KDA on this response as follows: 

  

1. From the above figure if you hover on value 298.1% (-35.28), you see the ellipse icon. Click the 
ellipse icon and then click Explain Decrease. You will see a pop-up at the bottom right of the 
window. 
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2. Click Open Analysis. The result for the Period over period analysis opens in a new tab. In this 
example, WhizAI compares the data from Jan 1 2021 to 5th May 2021 as compared to February 1st 
2021 to May 5th1 2022 to figure out what is different. It looks at the impact of different dimensions 
combined to see what might be contributing to the change. In this example, there are no 
significant contributors. 

  

 

Support for Non-aggregable Metric 

WhizAI supports the Period over Period (PoP) or Year over Year (YoY) Key Driver Analysis (KDA) for 
multidimensional analysis on non-aggregable metrics like Market share, Growth etc. This functionality 
helps identify the key contributors that are driving significant changes in non-aggregable metrics. 

  

Tip! Non-aggregable metric is a quantitative value that cannot be summed. 

  

Note! To get the correct output, you must set aggregable = true, for non-aggregable metrics from the data 
modeler. For more information refer to the section Defining the metric type for the KDA contribution analysis. 

  

By using the Z-Score method, the system aims to identify statistically significant market share changes, 
highlighting key contributors who have had a notable impact on the overall increase. This analysis 
provides valuable insights for decision-making and understanding the factors driving the market share 
growth without specifying individual contribution percentages. 
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Since the involved metrics are percentages and not aggregable, the system cannot calculate the ‘% 
contribution’ of each significant contributor towards the total change. Consequently, the response will 
only display the PoP and YoY change information, omitting specific ‘% contribution’ details. 

  

Example query: TRx Market Share by Amard by Arobi 

  

 
  

Follow the below steps for KDA PoP analysis: 

  

1. As shown in the figure below, if you hover the cursor on the value against TRx Market Share, you 
see a vertical ellipses icon. Click the vertical ellipses icon and then click Period-over-period. 
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2. When the analysis is complete, you see a notification at the bottom-right side of the page. Click 
Open Analysis. The result for the period-over-period analysis opens in a new tab. 

3. The Key Driver Analysis has multi-combination contributors with Abs Chg and % Chg values are 
displayed in a separate window. 
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4. Click the Statistics icon. The Statistics page is displayed with Z-Score Threshold Criteria and 
Algorithm Parameters mentioned. 

  

 
  

 

Trigger Key Driver Analysis (KDA) from an NLQ 

You can now use the natural language query interface to generate the output of KDA analysis. 
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For example, what is driving the TRx performance in the year 2021 

  

 
  

You will receive this message until KDA runs in the background for the given scope. 

  

Once the analysis is complete and the results are ready, you will receive the message that the results are 
available to access. 

  

 
  

You can click Open Analysis from the response, notification pop-up at the bottom of the screen or from 
the bell notification area from the top-right corner of the window. 

• Click Open Analysis to view the KDA report in a new tab. 
14. Based on the intent, the system performs the following different types of analysis: 

• Selected period 

• Period over period 
• Year over year 

  

Based on the intent of the query, the system performs Selected period analysis or PoP/YoY analysis. 

  

Let us have a look at some additional scenarios: 

• In case you have requested KDA using one of the below NLQs and if the required template is not 
available then you get an appropriate message in the workspace as a response to the question. 

 
“Sorry, this query cannot be answered because the Key Drivers feature is not enabled for <TRx>.” 

• In case you have requested KDA using one of the below NLQ and if KDA is not enabled on the 
model then you should get the following 
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“Sorry, this query cannot be answered because the Key Drivers feature is not enabled for this 
model.” 

• In case, requested NLQ is not supported (advanced filter/complex query/multiple metrics etc.) 
then you get the following message: “We do not support the query you asked for. We will let you 
know once it is supported.” 

  

 
  

Working with the KDA Result Screen 

Toggle the opening of KDA results within the same browser tab 

WhizAI now allows you to configure how you want to view KDA results. To display the KDA results in the 
same browser tab, follow the steps below: 

  

• Go to Admin -> Content Manager-> Configurations to display the Configurations page. 

• Disable the Global Configuration setting ‘Open ExplAIn result on the new browser tab.’ 
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• Re-login and ask an analysis query on the explorer 

  

 
  

• Click on Open Analysis. KDA results display the results in the same browser window. 
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Tip! If the global configuration setting Open ExplAIn result on the new browser tab is enabled,’ WhizAI opens the 
KDA results in the new browser tab. 

  

Working with Cohorts - Anomalies and Key Driver Analysis 

You can perform anomaly detection and key driver analysis using previously created cohorts. You can 
run a query with the cohort name directly on the explorer. 

  

Details about Explain support with cohorts are as below: 

• You can set anomaly detection through cards generated using cohorts. 

• You can set an alert on cohort result conditions for anomaly detection with cohorts 

• You can select a cohort as a filter criteria in the workbench analysis and run the anomaly detection from 
the workbench 

Explain Analysis (Selected period/ PoP/YoY/Custom) 

  

You can trigger Explain analysis (PoP, YoY, selected period) from a card generated using Cohort as 
shown in the figure below. 

Cohort name is included in the title of the analysis and narratives. 

  

Cohort based explain analysis remains static and is saved with the timestamp. The analysis will not 
change even when cohort members or conditions change. 
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You can set alert on cohort result condition for anomaly detection with cohorts as shown below. 
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Working with Cohorts - Anomalies and Key Driver 
Analysis  
You can perform anomaly detection and key driver analysis using previously created cohorts. You can 
run a query with the cohort name directly on the explorer. 

  

Details about Explain support with cohorts are as below: 

• You can set anomaly detection through cards generated using cohorts.  
• You can set an alert on cohort result conditions for anomaly detection with cohorts 
• You can select a cohort as a filter criteria in the workbench analysis and run the anomaly detection 

from the workbench 

  

Explain Analysis (Selected period/ PoP/YoY/Custom) 

15. You can trigger Explain analysis (PoP, YoY, selected period) from a card generated using Cohort as 
shown in the figure below. 

16. Cohort name is included in the title of the analysis and narratives. 
17. Cohort based explain analysis remains static and is saved with the timestamp. The analysis will not 

change even when cohort members or conditions change. 

  

 
  

18. You can set alert on cohort result condition for anomaly detection with cohorts as shown below. 
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Understanding ExplAIn Results screen 
ExplAIn results screen provides details about PoP, YoY, and selected period analysis. It includes below 
details: 
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Explain icon is displayed on title bar. 

PoP and YoY analysis text is displayed as by change in <Metric name> for <scope> for the <period1> as 
compared to <period2>. 

Selected period analysis text is displayed as <Metric name> drivers for the <scope> for the <period>. 

Impact is displayed in number and percentage format and is aligned to the right. 

Key insights from the analysis  

The analysis is further drilled down to Causal Factors and Key Contributors 

Causal Graph Interface – Key Drivers Analysis 

  

 

Note! In causal analysis outcome, there may be instances where the total outcome percentages do not add up to 
100% due to undetermined impacts from certain factors. When this happens, a note will be displayed to explain 
that the impact of some drivers cannot be determined conclusively. 
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Lag adjustment in causal analysis 

You can now improve the accuracy of causal analysis by adding a lag duration between a driver and its 
impacting metric. This feature helps define the right data scope for each impacted node and derives a 
more precise impact percentage. As a domain expert, you can set this lag information when building the 
knowledge graph. The results will be reflected in the causal analysis with a clear explanation. 

  

For example, if Call Volume impacts your sales with a 4 week lag, you can specify this in the knowledge 
graph. During the analysis, the system will use calls made 4 weeks ago to analyze its effect on current 
period sales. The tooltips and narrative texts will be updated to include this lag information and the 
relevant period. 

  

Set lag duration in the knowledge graph: 

1. Open an existing knowledge graph or create one by clicking on Explain->Knowledge Graph-> Select 
Data Model -> New Graph 

 
  

2. In the knowledge graph, click on the connecting line between two nodes to open the lag entry dialog 
box. 
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3. Add a lag value based on granularity of the data (daily, weekly, monthly) for one or more nodes and 
click Save. 

 
Check your entries - validation messages: 

Ensure Consistent Path Lag - The total lag value between two nodes must be the same across all possible 
paths. If there is a difference in lag, you get a validation error as shown below. You can correct the lag 
values and save the knowledge graph. 
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Analysis results (with lag setup) 

When there’s a lag between nodes in the knowledge graph, the system automatically adjusts and 
analyzes the data based on that lag. In causal analysis results, if you click on a node with a lag, you can 
see the corresponding time period along with a tooltip providing the lag details. For example, if there is 
a 6 week lag between Call Volume and Trx, you can see the lag details in the narratives as shown below: 

 
  

Intrinsic causal analysis 

WhizAI supports an alternative analysis method to generate the causal analysis. You can configure this 
method by selecting Intrinsic Analysis option in the knowledge graph. In the causal graph, you will see all 
impacted nodes in neutral color along with the impact%. You will also see updated narratives for root 
and non-root nodes. This new feature enables you to analyze the smallest impact and get actionable 
insights. 
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Limitation! The new algorithm can identify only the impact% on the drivers and will not identify whether the impact 
is positive or negative. 

Refer to Understanding Knowledge Graph for information on setting up instrinic causal analysis method. 

Causal analysis outcome for intrinsic causal analysis: 

1. When you run causal analysis based on the intrinsic causal analysis method, your result shows the 
individual impact on each node in the parentage. All nodes will be displayed in a neutral color. 

2. Click on each node to view narratives as shown in the examples below: 

Non-root node - narrative example: 

 
Root node - narrative example: 
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Inconclusive drivers in key drivers analysis 

During key driver analysis, sometimes, the system is unable to generate a conclusive impact for one or 
more drivers. Such drivers are displayed in the disabled state in the causal graph and with no value in the 
Impact% column in the tabular view.  

There can be multiple challenges in deriving the impact. Some of them are stated below: 

1. Granularity mismatch 
2. Low confidence 
3. Limited or no data availability required for the analysis 

  

In such cases, the system provides the reason behind why it is unable to derive the driver impact. 

  

In the causal graph, if you hover on the inconclusive driver, you can see the reason. You can view 
information about the driver and run Find Top Contributors. 
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Highlight edges of linked nodes 

  

In a Causal graph, if you hover on any node, you can see highlighted edges to the linked connections. 
This helps in quickly identifying node connections. 

For example, if you click the NBRx metric as shown below, edges for all impacted notes are highlighted. 

  

 

Performing Explain Increase or Decrease Analysis on Contributor 
Analysis 

WhizAI offers the ability to perform Explain Increase or Explain Decrease analysis on year-over-year (YoY) 
and period-over-period (PoP) results to further drill down into drivers and contributors for a specific 
result. 

  

For example, if you enter a query ‘Explain the change in Trx for last 2 weeks’, WhizAI runs the analysis 
and shows the result as below: 
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Click Explain Increase to trigger PoP analysis, on absolute change (Abs Chg) or % change (% Chg) values 
for the Southwest region. 

  

 
  

After the analysis, WhizAI displays the Top Drivers and Contributors for TRx increase in the Southwest 
region as shown in the figure below: 
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Tip! Similar behavior is visible for the Top 5 Contributor and follow-up cards. 

Follow-up on Top KDA Contributors 

To enhance the KDA (Key Driver Analysis) contributors, WhizAI has implemented an additional follow-up 
feature. This allows you to delve deep into the analysis of the key contributors identified through KDA.  

  

For each significant contributor, you can explore detailed information about the specific factors that 
contribute and their associated attributes or dimensions. Also, you can compare various groups within 
each contributor to gain insights into variances and patterns. 

  

Let us see the contributors for KDA with the following example. 

  

1. For significant contributors’ combination: Product: Arobi | Region: Southwest, hover on the vertical 

ellipsis icon  and click Other contributors. 
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2. WhizAI shows the top 10 contributors. The TRx for the Product Arobi and 

Region Southwest is 47K$ for the period Feb 05 2022 - Feb 11 2022. it has grew by 14K$ as 
compared to Jan 29 2022 - Feb 04 2022. contributing 40.27% to the total growth in the TRx. 

  

 

3. Hover on the vertical ellipsis  icon over the dimension you want to follow up and click Follow up. 
For example, if you follow up on the product Arobi, the significant contributors to the product 
Arobi are displayed. 
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Identify performance influencers  

 Key contributor analysis is improved with new features as below: 

  

1. Ability to view contributor combinations as underperformers,  outperformers, and All 

When you perform key drivers analysis, you get top contributors that positively or negatively impact the 
result. 

For positive results (inclined performance), contributors responsible for incline (Outperformers) are 
shown by default. Now, in addition, you can view contributors that impact the result negatively 
(Underperformers). This feature will help to drill down to the problem areas to improve overall 
performance. 

Similarly, for negative results (declined performance), you can view contributors causing the decline 
(Underperformers) by default. You can also view contributors that impact the result positively 
(Outperformers). This provides insight into areas where you can expand your focus to enhance overall 
performance. 

2. Other contributors view 

For any contributor combination, you can view other contributors in a pop-up window. This view includes 
both, the Underperformers and the Outperformers based on absolute change, in the form of a bridge 
chart. The Top 10 contributors are displayed as rising or falling bars while the remaining contributors are 
grouped in the Other category.  

Underperformers 

• In the case of PoP/YoY analysis, underperformer combinations are those with a negative PoP/YoY 
change in the result. 

• For the selected period, underperformer combinations are those whose performance is 
significantly below average. 

https://docs.google.com/document/d/1_rgB-fFDOiVSjYgrVy1w52OfTn_HW50N/edit#bookmark=id.3znysh7
https://docs.google.com/document/d/1_rgB-fFDOiVSjYgrVy1w52OfTn_HW50N/edit#bookmark=id.2et92p0
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Outperformers 

• In the case of PoP/YoY analysis, outperformer combinations are those with a positive PoP/YoY 
change in the result. 

• For the selected period, outperformer combinations are those whose performance is significantly 
above average. 

  

Refer to examples below: 

Perform PoP analysis on Trx, you will get a response as shown below. 

 
  

As the result is positive (inclined performance), key contributor analysis will display outperformers by 
default. Click the drop-down button and select Underperformers to display contributors impacting the 
performance negatively. Click All to display all contributors impacting the performance.  
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Click Other contributors on any combination to view contributors (outperformers or underperformers).  

 
It is displayed in the form of a bridge chart visualization with the top 10 named contributors. The 
remaining contributors are grouped in the Other category.  



 

Explain Guide v2024.77 

 

Page 114 of 142 
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Understanding Filter and Sort Options for KDA Result 

You can see a filter panel under CONTRIBUTORS of the KDA result. This panel contains options to sort 
and filter the data. The panel contains four different options as follows: 

  

• Filter 
• Top 
• View 
• Sort by 

Filters 

Filters the contributors by the factors considered for the analysis. 

  

 
  

When you select factors as shown in the figure below, the system applies these selections to filter the list 
of contributors and shows the records containing any of the factors selected as the filter condition.  

  

For example, if you select Product: Arobi and Product Strength: Arobi (750 mg) then the result shows all 
contributors that have Arobi and Arobi (750 mg) in their combinations. 

  

Note! The filtering process considers all levels of the hierarchy to find matching combinations. This 
means considering not just the selected members but also their parent or child members if they are part 
of a combination. 
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Applying filters 

1. Click the filter icon on the left side of the screen below the CONTRIBUTORS tab. 
2. Select the dimension filters you want to apply. 
3. Select the cascaded values for the selected dimension filters. 
4. Using the filters applied, you will be able to find the desired values within groups. 
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Resetting filters 

When a filter is applied, a tick mark icon appears beside the filter icon. If you hover the cursor over it, it 
turns into a cross icon with a tooltip Reset Filters. Click the cross icon to reset the filter. 

  

 

Top 

Use this option to view the top 10, top 20, or all the contributors. 

  

• 10: By default, the system shows 10 contributors. 

If the system shows more than 10 contributors by the analysis, then you can see by clicking on 20 
or all options. 

  

• 20: To see the top 20 contributors, click on 20 and the system will show you those 20 contributors. 

  

• All: To see all the contributors, click on all options and the system will show you all the 
contributors. 

  

Note! This filter of top 10, 20, all is not going to make a fresh analysis of top 20 or 30 records. Based on the original 
analysis, it will only show the additional records if they are part of the main analysis. 
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Tip! Suppose the analysis has returned less than 11 records, in that case, 20 and all options will be disabled. 
Similarly, if the system returns less than 21 records then all options will be disabled. 
On mouse hover on the active option (for example,10 option), will show you the tooltip with total records. (For 
example, 10 of 16 records) 

View 

You can filter the records, based on the number of members available in each combination. Use the 
below options for this: 

  

• Summary: When you click on the summary view, WhizAI filters the records and shows only those 
records where only one dimension member is participating. 

  

• Details: It shows all the combinations where there is more than one member. 

  

• All: All records show you both the combinations, that is, single-dimensional and multi-dimensional. 
By default, the option is All. 

Sort By 

By default, the results are sorted based on the descending order of the Abs Chg. Alternatively, you can 
also sort this entire view hierarchically. 

Sorting by Hierarchy 

  

1. Click Flat View drop-down and choose the specific hierarchy you wish to apply for sorting.  

For instance, if your result includes members from multiple hierarchical groups such as region, 
product, or customer, clicking the Flat View drop-down allows you to arrange the outcome either 
by region hierarchy, product hierarchy or customer hierarchy.  

After you select the required option, the result is organized in a hierarchical manner where any 
combination forming part of the chosen hierarchy is displayed at the top, while other combinations 
are shown subsequently. 
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Note! The hierarchy structure should be present in the Info tab. (The hierarchy should be defined in the 
data model) 

Trigger Key Driver Analysis from different responses 

The ability to perform the Period-over-period or year-over-year key driver analysis is now extended to 
additional visualizations as follows: 

  

• We support KDA for PoP and YoY comparisons for the following visualizations: 
• Single trend line 
• Multiple-trend line 

• Table visualization 
• Pie chart visualization 

• Bar graph 

Note! Each of the data points on these visuals must represent a single metric and a single time period. 

Support Causal graph view for PoP/YoY Key Driver Analysis 

WhizAI displays PoP/YoY key driver analysis in a causal graph view. When you click on Open analysis, 
PoP change analysis opens in causal graph format. You can switch to a bar or tabular format if required. 

  



 

Explain Guide v2024.77 

 

Page 120 of 142 

 

 
How to read causal graph 

• Each node displays the name of the driver and % impact information.  

• Green color depicts driver with positive impact and red color depicts driver with negative impact. 
• Each node is filled with the respective color in proportion to their impact on the change in the 

target metric. 

• When you hover or click on any node, the cause for incline or decline is displayed in a tooltip as 
shown below.  

• Click the Find Top Contributors button to view the top contributors for the cause. 
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Explanation of Causal Analysis Outcome 

WhizAI now provides a statistical summary for the Top Drivers view similar to the statistical summary for 
the Top Contributors view. Click the Explanation link to display metrics-related statistics. 

  

 
Explanation includes: 

4. Root Node, Non- root level 's Statistical Summary for start and end periods, 
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5. Causal Model Evaluation Summary 
6. Confidence Interval Summary 

Note ! Statistical summary is visible for PoP, YoY, and selected period analysis. 

  

 

• We support KDA for PoP and YoY comparisons for the following intents: 

• Data Point - “TRx for Jan 2021” 

• Time Series - “TRx trend for past 6 months” 

• Top N - “Show TRx by Districts for 2021” 
• Bottom N - “Show TRx for worst Districts” 

• Top N  TimeSeries  - “Show TRx trend by Districts” 
• Bottom N  Time Series - “Show bottom 10 Districts by past 6 months” 
• Multidimensional - “Show Regions by products ” 

• Multidimensional Time Series - “Show Disticts by products by past 6 months” 

• Time Comparison - “show PoP for Jan 2021 to Feb 2021” 
• Time Series Time Comparison - “show sos last two years by NRx, NBRx” 
• Top N Time Comparison - “pop for top 5 product strength for last three months” 

• Bottom N Time Comparison -”Show monthly trend of worst 100 customers for ytd” 
• Multidimensional Time Comparison - “YoY for top products by regions by district for last  5 

weeks” 

• MultiSeries  Time Comparison - “Show me sales trend for 2022 vs 2021 vs 2020 by months” 

• Trend Queries - “Show TRx by months for last year” 
• Multidimensional Trend Queries - “show Trx by brand by region by months” 
• Single dimensional trend queries - “Show Trx by product by weeks” 
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Sharing of ExplAIn analysis with other users 

  

You can share the KDA analysis with other users who have access to the metrics and entities in the report. 
You can add your comments when sharing the report. Receivers can use the report to further analyze and 
make informed decisions. 

  

Follow the steps as below to share the report. 

  

Assumption: Explain Analysis is already generated and available. 

  

Sender’s interface 

• Click Share menu link on results screen 

  

 
  

• Select user names from the list. 

• Add comments, if required 



 

Explain Guide v2024.77 

 

Page 124 of 142 

 

 
  

• Click Share 
• If some user/users do not have access to the analysis, you will get a warning message as shown 

below: 

 
  

• If user/users have access, the KDA analysis is shared. 
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Receiver interface 

  

Receiver gets a notification along with the comments (if available). Once you click on the shared report, it 
will open in the new window. You can see the name of the sender and all menu options  as per your 
access level. You can view the shared report as long as you have required access. 
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Data security for Explain analysis 

Key driver and contributor analysis is based on your access level in three categories as below: 

1. Scope within the main context 
2. Access to metrics participating in key driver analysis 
3. Access to dimensions in contributor analysis 

  

• For causal analysis, it is mandatory that you have access to all metrics participating in the analysis. If 
you do not have access to any one metric also, analysis is not performed. 

• For contributor analysis, if you do not access the data for one of the dimensions(set as factors), 
those dimensions are excluded, and analysis is performed on the rest of the factors. 

  

Key drivers and Contributor analysis are based on your access to scope, dimension, and metrics.  

  

For causal analysis, it is mandatory that you have access to all metrics participating in the analysis. If you 
do not have access to any one metric also, analysis is not performed. 

For contributor analysis, if you do not access the data for one of the dimensions(set as factors), those 
dimensions are excluded, and analysis is performed on the rest of the factors. 

  

Some examples are as below: 

  

1. If you are performing analysis for the entire scope but have access to only midwest and southeast 
regions, you will be able to view analysis for those two regions only. Furthermore, if you do not 
have access to view territory level analysis, you cannot see territory level numbers under those 
regions. 
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If you are performing PoP/YoY analysis on a metric, let us say TRx which is driven by multiple metrics. 
One of them is Sample Quantity for which you do not have access. In this case, key driver analysis (causal 
graph) and corresponding key insights will not be visible to you. You will get a notification as below: 

 
  

You can still view key contributor analysis as per your authorization level. 



 

Explain Guide v2024.77 

 

Page 128 of 142 
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2. If you are performing PoP/YoY analysis on a metric, let us say TRx which is driven by multiple 
metrics and you have access to all metrics, you will be able to view causal analysis. 
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Understanding Knowledge Graph 

About Knowledge Graph 

WhizAI now provides an intuitive interface to build and manage dynamic knowledge graphs. With a 
knowledge graph, you can define the relationship between various drivers and target metrics. This 
information is used during the causal analysis. 

  

Click ExplAIn -> Knowledge Graph to create a new knowledge graph or edit the existing one.  

  

 
  

Knowledge graph interface provides a list of functions given below: 

1. Select metrics as nodes and connect them with edges. You can select metric or computation of 
metric. Selected metrics are marked with a checkmark in the metric selection panel. If you uncheck 
a metric in metric selection panel, it will be automatically removed from the knowledge graph. 

2. Customize the layout by the positioning of nodes and edges. The layout can also be auto 
arranged. 

3. Prevent circular references (e.g., A → B → C → A) of nodes. Each node in the graph is connected 
to another node. 

4. Multiple disjoint views are creatable within a graph. During analysis using the same graph, only the 
relevant graph connected to the target metric is displayed. 

5. For managing created graphs, deletion operations function similarly to those in the workbench 
template module.  

6. Only one graph per data model can be enabled at a time. 
7. You can replace the existing node with the new node. 
8. You can delete a node or edge. 
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9. Once the graph is built and enabled, the same layout and relationship information is used for the 
causal analysis. 

 
  

Limitation! Currently, the knowledge graph supports aggregable metrics only. 
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Setting advanced parameters in Knowledge Graph 

You can set advanced-level parameters for your Knowledge Graph. This helps to finetune the outcome of 
causal analysis as per your requirements. 

These parameters include, 

1. Graph Display settings - show business category, Unlinked drivers flag 
2. Hyperparameters - Causal models, Confidence Interval (%), Sample Size, Number of Iterations. 

  

Knowledge graph is a prerequisite to run the causal analysis. The Domain expert creates the knowledge 
graph once, so that the system can use it to run analysis. You can now finetune key driver analysis by 
providing some advanced parameters. Those options we have added to the knowledge graph. 

Click settings 

  

 
  

There are two categories in Advanced Parameters - Graph display option and Hyperparameters. 
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Display level parameters 

1. Show Business Category 

If you want business category names to be shown, enable the show business category option. 

Note! To define a business category, go to Admin->Data Modeler-> Data Models. 

  

Limitation! If the business category information in the data model is updated after the knowledge graph 
creation, the knowledge graph is not automatically refreshed. You must manually update the knowledge 
graph to ensure it reflects the latest business category information. 

  

2. Unlinked Drivers 

If you do not want non-participating drivers to be seen on the graph, choose the hide option from 
the dropdown. If you select Show as disabled option, those drivers are shown on the graph but will 
be disabled. 

  

Hyperparameters 

Hyperparameters are related to machine learning(ML) model settings. 

1. Causal Models 

You get 2 options in the dropdown: Good and Better. 

• Good: 

Compares a linear, polynomial, and gradient boost model on small test-training split of the 
data. The best performing model is then selected. 

2. Model selection speed: Fast 
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3. Model training speed: Fast 
4. Model inference speed: Fast 
5. Model accuracy: Medium 

• Better: 

Compares multiple model types and uses the one with the best Performance averaged over 
multiple splits of the training data. By default, the model with the smallest root mean squared 
error is selected for regression problems, and the model with the highest F1 score is 
selected for classification problems. 

6. Model selection speed: Medium 
7. Model training speed: Fast 
8. Model inference speed: Fast 
9. Model accuracy: Good 

10. Confidence Interval(%) 

Confidence Interval determines the level of certainty in the Causal Analysis Outcome. Higher 
Confidence Interval yields more Statistically Significant Results 

11. Sample Size 

Number of samples used for estimating Shapley values. This can have a significant influence on 
runtime and accuracy. 

12. Number of Iterations 

Number of samples generated by Estimation Function, i.e., number of times it is called. The higher 
the number, the more accurate the results and intervals, but the slower the Runtime. 
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Save As New Knowledge Graph 

1. You can change the existing template and click Save As New Graph to open a new graph pop-up 
window.

 
2. Enter Graph Name, change Enabled flag settings (if required), and click Save to save the new 

template.
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Template Import/Export: Anomalies, Key Drivers, and Knowledge 
Graphs 
You can transfer templates for anomalies, key drivers, and knowledge graphs across various 
environments like Dev, QA, UAT, and Production. The below process explains how to export and import 
templates, making it easier to replicate your work across environments.  

  

Requirements: 

• Access: To use the import/export functionality, you must have access to the Explain Workbench.  

• Environment Compatibility: Import actions are supported only between environments with the 
same data model.  

  

Exporting Templates 

Follow the steps below to export templates from the current environment. 

1. Go to Explain Workbench and click Anomalies. 
2. Select a Data Model to view the list of templates. 
3. Select the template you want to export by clicking the checkboxes against the templates, as shown 

below. 

Note! You can select multiple templates or all templates to export. 

  

 
4. Click Export to export the templates to your local drive. The templates are saved in the downloads 

folder in JSON format. , For example, Anomalies_Templates_Nov_06_2024_113804.json 

Note! Steps 2–4 also apply to exporting Key Driver and Knowledge Graph templates. 
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Importing Templates 

  

Follow the steps below to import templates in the current environment. 

1. Go to Explain Workbench and click Anomalies. 
2. Select the data model for which you want to import a template or templates. 
3. Click the Import link to open the Import pop-up window.

 
4. In the Import pop-up window, click the Browse Files button and select .JSON file to import. You 

can select multiple JSON files

. 
5. Click the Import button to import the files in the current environment. 
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Validations for the import feature are as below: 

1. If your import file includes more than one template, none of the templates are created until 
all issues are fixed. 

2. If you try to import a template with a name that already exists, a warning message will 
appear, as shown below.

 
You can ignore the warning and continue importing the template. In these cases, a new 
template with the same name is created with the suffix imported added to it, as shown 
below. 
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3. If an imported template is marked as enabled in the JSON file, it will remain enabled in the 

target environment after the import. Since only one template can be enabled for a specific 
metric at a time, any other template for the same metric will be disabled automatically. 

4. If the data model in the imported file does not exist in the target environment, you will get 
the below warning message. You can select the target data model and import the template.

 
5. If any metric in the imported template file does not exist in the target environment, you will 

get the below error message as shown below and the file can not be imported. 
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6. For Key Drivers templates, some dimension or metric factors may not exist in the target data 

model. To continue, you need to confirm whether these unavailable factors can be removed 
before the import, as shown below. Once confirmed, the template will be imported. 

 
7. For knowledge graphs, The system blocks the import of knowledge graphs if any metric in the 

graph is missing from the target system, as shown below. 
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Capturing Audit Log for ExplAIn features 
WhizAI maintains an audit trail for ExplAIn feature usage. Each time you use the ExplAIn Workbench 
(Anomalies and KDA) and invoke anomalies or KDA from cards or pinboards, the system captures audit 
parameters. This feature is used to understand ExplAIn feature usage across the platform.  

  

WhizAI captures audit logs for user activities on ExplAIn Workbench as well as the analysis from Explorer. 

1. Audit log for ExplAIn Workbench activities: The audit log is captured for Anomalies, KDA and 
knowledge graph activities like create, edit, and delete. Template Information captured in the 
audit log is as below: 

• Template id 
• Template name 
• Created by 

• Last modified by 
• Creation timestamp 
• Last modified timestamp 

• Type of operation (Create/Update/Delete) 
• Algorithm name 

• Training period 
• Advance parameters 

• Factors 

  

2. Audit log for analysis from NLQs, workbench, and cards: The audit log is captured when you 
trigger a PoP or YOY analysis query from explorer or cards. Information captured in the audit log is 
as below: 

• Request id 
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• NLQ (if applicable) 
• User details 
• Request timestamp 

• Trigger point - Workbench, Card, NLQ, Alert 
• Response - Success or failure 
• Time taken to generate the response 
• Algorithm name 
• Training period 

• Advance parameters 
• Factors 
• Request object with the scope details, analysis type, and template used 

Considerations and Limitations 

• In the Data Model dropdown, all the data models can be seen in the dropdown list, even if insights 
are not configured for those models.  

• The Key Driver Analysis Report cannot be exported or shared to other users.  

• For non-aggregable metrics, it is mandatory to set them as non-aggregable via the metric 
configuration. In the absence of that the system may not generate accurate results. 

• For non-aggregable metrics, the analysis will not show the '% impact' value. 

• Key driver analysis is not supported when any of the data points are involved in the analysis as 
partial data. 

• When you navigate to the Key Drivers Analysis (KDA) module from the Explorer's response, the 
visualization context does not auto-populate on the KDA screen. 

• Computations such as CAGR, Contribution, Previous volume, and Average throw an 'Internal 
server error' for the Key Drivers Analysis (KDA) analysis. 

  


